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4.7 TRUSTED TECHNOLOGY & DATA

Access to information is a basic human right and has proven to be a vital enabler for sustainable development in
areas such as health, environment, alleviating poverty and fighting corruption. With huge quantities of data and
information transmitted and/or stored on a daily basis, companies should proactively engage on UN SDG16 as an
ongoing commitment. Trusted data facilitates informed decision making that is vital to a sustainable future.
Companies therefore have a responsibility to ensure that data collection, storage, mining and dissemination is
undertaken responsibly and securely. At the heart of this is information security.

Companies face an evolving landscape of cyber threats; related cost factors to consider are legal, regulatory,
technical activities, loss of brand equity, customer turnover and drain on employee productivity.

The aftermath of cyber-attacks is damaging. Companies incur fines and they have to manage expensive breach
notification procedures. Additionally, there is often interruption to business and negative publicity. Enhanced
information security is a necessary and logical step in keeping pace with the rapid digitisation undertaken by
companies over the last decade.

This rapid progress of global digitalisation has provided efficacy and efficiency to personal and professional lives,
but we must also increase our awareness and understanding of its dangers, whether unintended or targeted.
How can we mitigate technology risk and foresee potential threats? A fine balance is required so that innovation
isn't restrained but sufficient oversight is in place. A degree of collaboration between the public and private
sector can assist in achieving the objectives of trusted technology. There are concerns that some companies may
have excessive influence and control over the technology and information sphere. The actual and potential
consequences of this raises wide-ranging ESG questions. Can the impartiality of Artificial Intelligence (Al) and
algorithms be guaranteed? Who decides what is fair and what is prohibited? Ultimately, when should we NOT
trust technology or data and therefore the body that produces it?

The adoption of Al and Machine Learning (ML) in business decision making, meaning access to and
understanding of data/analytics, is increasing. This can improve the quality of decision making but additional
cyber strategies will need to be developed, putting greater emphasis on corporate and personal digital identity
protection and fraud prevention. These are areas that can be reinforced and supported by a growth in the
adoption of Al and ML.

Resilient infrastructure is a vital contributor to trusted data, as security cannot be sacrificed for efficacy and
efficiency. Companies should also explore dependable alternatives to current business models, with priority given
to human and social factors along with implementing relevant technical KPls. Zero Trust networks2? (where there
is continuous authentication on network access to ensure data security) should become standard to align with
stringent regulation. Endpoint security can encompass mobile device and biometric solutions to compensate for
the increase in remote working attacks. Vigilance should extend to the cyber supply chain such as cloud and
SaaS platforms.

Today, digital technologies and the abundance of data are accelerating and enabling socio-economic growth at a
pace never seen before. However, for all the opportunity this brings, we must not disregard the ESG challenges it
creates from the economic, social and ethical perspective, all of which elevates the business risk of a company.
2022 saw several very large and well-known technology companies facing shareholder-led proposals at their
AGMs and we believe that this theme will gain more momentum. This will require companies to enhance and
manage their responsibility of related-issues and should result in HSBC AM refining its approach and
expectations.

It has not been a surprise to see that many of the world’s most valuable brands (see next page) are heavily driven

or owe much of their success to advances in technology and the worlds’ ability to access information.
20.  More information can be found on the website of Cisco
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https://www.cisco.com/c/en/us/solutions/automation/what-is-zero-trust-networking.html
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According to Lobbyfacts.EU, the largest new entrant to the top 50 highest spending
corporate lobbies in 2022 was the tech industry. Lobbyfacts.EU also stated that technology
companies dominated the top 10 highest spending companies in 202221,

As trusted technology and data are the foundations of digital environments, including the
metaverse, technology companies are investing heavily in their development and to
promote their adoption in the race to assert dominance and possibly create market-leading
positions in hardware, software, social media, crypto assets and data.

We must observe and accept that technology and data has and will continue to have a
positive global impact on society. As witnessed during the last 36 months, initially driven by
the Covid-19 pandemic, medicine, science and education have all benefitted from its
development, integration and use. Yet the risks that come with invasive data collection,
ubiquitous surveillance and insufficient moderation are greater than ever. Once collected,
there is little users can do to mitigate the harms done by leaks of data or data being
monetised by third parties. These devices will also collect huge amounts of data about our
homes and private spaces, allowing governments, companies, and law enforcement
agencies to access to our lives without our consent, exacerbating intrusions on privacy.

21. LobbyFacts empowers journalists, activists, and researchers to search, sort, filter, and analyse data from the official EU Transparency Register, tracking
lobbyists and their influence at the EU level over time. More information can be found on their website.
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https://www.lobbyfacts.eu/
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What
we do

With digital-related legislation being introduced or revised in the UK, US and Europe, along
with the UN formally recognising that the digital space must also respect human rights,
proactive companies should begin to formulate and implement policies specific to meet this
challenge. Our commitment to this theme has resulted in us playing a leading role with the
World Benchmarking Association, specifically regarding digital inclusion and ethical
artificial intelligence (“Al").

Access to the internet, Metaverse and apps requires trusted technology; provision of such
items can promote inclusion, but does the manufacturer/supplier of these devices have a
legal duty of care to the direct user and even third parties who interact with the direct user?
If so, to what extent?

Through engagement, we will look for and assess positive corporate actions on trusted
technology and data that contribute to responsible environmental and social practices.
Engagement should encourage companies to limit potential costs by addressing risks and
improving the overall approach to this theme.

We will examine whether effective protection, security and prevention strategies have been
integrated into information security policies. This is a critical component of a board’s risk
oversight responsibilities. Globally, a board of directors will be called to account for any
adverse impact due to their alleged failures to institute appropriate corporate governance to
protect against cyber risk.

An assessment of whether corporate responsibility to respect human rights extends to and
addresses issues in the digital environment is vital. Does a company take positive and
proactive action to uphold, protect and respect human rights as part of general wellbeing of
its users within a digital environment? A challenge for companies is that they must strive to
refrain from interference with or curtailing the enjoyment of human rights, whilst
simultaneously ensuring protection from implied or actual harm. The presence of a fully
independent and expert-driven committee to ensure human rights are respected and
upheld in the digital environment would be ideal. Whenever possible, transparency and
accountability regarding content must be addressed. Education for employees and users
regarding data collection, storage, processing and dissemination must be fair, along with a
guarantee to safeguard data and user right to privacy.
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HOW we We aim to identify and encourage greater alignment of company policies and practices
with standards and obligations under the UN Guiding Principles. Companies should aim to

engage enhance their due diligence on any business model or operation that risks the infringement
of rights.

We use Ranking Digital Rights22 and the World Benchmarking Alliance (WBA) Digital
Inclusion Benchmark?? as references for our engagement assessment. With many investors
noting the tremendous opportunities in the digital space, we can expect a wider offering of
digital-related products fuelled by increased capital expenditure from companies. Profit and
protection need to be two sides of the same coin (see below).
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22. Ranking Digital Rights aims to advance corporate accountability for human rights in the digital age. More information can be found on their website.

23. The Digital Inclusion Benchmark tracks how companies are helping to advance a more inclusive digital economy and society.More information can be
found on their website.
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https://rankingdigitalrights.org/
https://www.worldbenchmarkingalliance.org/digital-inclusion-benchmark/
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For Professional Clients and intermediaries within countries and territories set out below; and for Institutional Investors and Financial Advisors
in Canada and the US. This document should not be distributed to or relied upon by Retail clients/investors.

The value of investments and the income from them can go down as well as up and investors may not get back the amount originally invested.
The capital invested in the fund can increase or decrease and is not guaranteed. The performance figures contained in this document relate to
past performance, which should not be seen as an indication of future returns. Future returns will depend, inter alia, on market conditions, fund
manager’s skill, fund risk level and fees. Where overseas investments are held the rate of currency exchange may cause the value of such
investments to go down as well as up. Investments in emerging markets are by their nature higher risk and potentially more volatile than those
inherent in some established markets. Economies in Emerging Markets generally are heavily dependent upon international trade and,
accordingly, have been and may continue to be affected adversely by trade barriers, exchange controls, managed adjustments in relative
currency values and other protectionist measures imposed or negotiated by the countries and territories with which they trade. These
economies also have been and may continue to be affected adversely by economic conditions in the countries and territories in which they
trade. Mutual fund investments are subject to market risks, read all scheme related documents carefully.

The contents of this document may not be reproduced or further distributed to any person or entity, whether in whole or in part, for any
purpose. All non-authorised reproduction or use of this document will be the responsibility of the user and may lead to legal proceedings. The
material contained in this document is for general information purposes only and does not constitute advice or a recommendation to buy or sell
investments. Some of the statements contained in this document may be considered forward looking statements which provide current
expectations or forecasts of future events. Such forward looking statements are not guarantees of future performance or events and involve
risks and uncertainties. Actual results may differ materially from those described in such forward-looking statements as a result of various
factors. We do not undertake any obligation to update the forward-looking statements contained herein, or to update the reasons why actual
results could differ from those projected in the forward-looking statements. This document has no contractual value and is not by any means
intended as a solicitation, nor a recommendation for the purchase or sale of any financial instrument in any jurisdiction in which such an offer is
not lawful. The views and opinions expressed herein are those of HSBC Asset Management at the time of preparation, and are subject to
change at any time. These views may not necessarily indicate current portfolios' composition. Individual portfolios managed by HSBC Asset
Management primarily reflect individual clients' objectives, risk preferences, time horizon, and market liquidity. Foreign and emerging markets.
Investments in foreign markets involve risks such as currency rate fluctuations, potential differences in accounting and taxation policies, as well
as possible political, economic, and market risks. These risks are heightened for investments in emerging markets which are also subject to
greater illiquidity and volatility than developed foreign markets. This commentary is for information purposes only. It is a marketing
communication and does not constitute investment advice or a recommendation to any reader of this content to buy or sell investments nor
should it be regarded as investment research. It has not been prepared in accordance with legal requirements designed to promote the
independence of investment research and is not subject to any prohibition on dealing ahead of its dissemination. This document is not
contractually binding nor are we required to provide this to you by any legislative provision.

All data from HSBC Asset Management unless otherwise specified. Any third party information has been obtained from sources we believe to
be reliable, but which we have not independently verified.

HSBC Asset Management is the brand name for the asset management business of HSBC Group, which includes the investment activities
provided through our local regulated entities. HSBC Asset Management is a group of companies in many countries and territories throughout
the world that are engaged in investment advisory and fund management activities, which are ultimately owned by HSBC Holdings Plc. (HSBC
Group). The information presented may refer to HSBC Asset Management's global AUMs/figures and global policies. Even though local entities
of HSBC Asset Management may be involved in the implementation and application of global policies, the numbers presented and the
commitments listed are not necessarily a direct reflection of those of the local HSBC Asset Management entity. The above communication is
distributed by the following entities:

& In Argentina by HSBC Global Asset Management Argentina S.A., Sociedad Gerente de Fondos Comunes de Inversion, Agente de
administracion de productos de inversion colectiva de FCI N°1;

® In Australia, this document is issued by HSBC Bank Australia Limited ABN 48 006 434 162, AFSL 232595, for HSBC Global Asset
Management (Hong Kong) Limited ARBN 132 834 149 and HSBC Global Asset Management (UK) Limited ARBN 633 929 718. This
document is for institutional investors only, and is not available for distribution to retail clients (as defined under the Corporations Act).
HSBC Global Asset Management (Hong Kong) Limited and HSBC Global Asset Management (UK) Limited are exempt from the
requirement to hold an Australian financial services license under the Corporations Act in respect of the financial services they provide.
HSBC Global Asset Management (Hong Kong) Limited is regulated by the Securities and Futures Commission of Hong Kong under the
Hong Kong laws, which differ from Australian laws. HSBC Global Asset Management (UK) Limited is regulated by the Financial Conduct
Authority of the United Kingdom and, for the avoidance of doubt, includes the Financial Services Authority of the United Kingdom as it
was previously known before 1 April 2013, under the laws of the United Kingdom, which differ from Australian laws;

& in Bermuda by HSBC Global Asset Management (Bermuda) Limited, of 37 Front Street, Hamilton, Bermuda which is licensed to conduct
investment business by the Bermuda Monetary Authority;

& in Canada by HSBC Global Asset Management (Canada) Limited which provides its services as a dealer in all provinces of Canada except
Prince Edward Island and also provides services in Northwest Territories. HSBC Global Asset Management (Canada) Limited provides its
services as an advisor in all provinces of Canada except Prince Edward Island;

PUBLIC



cecccee

Important information

L 2R 2R 2

in Chile: Operations by HSBC's headquarters or other offices of this bank located abroad are not subject to Chilean inspections or
regulations and are not covered by warranty of the Chilean state. Further information may be obtained about the state guarantee to
deposits at your bank or on www.sbif.cl,

in Colombia: HSBC Bank USA NA has an authorized representative by the Superintendencia Financiera de Colombia (SFC) whereby its
activities conform to the General Legal Financial System. SFC has not reviewed the information provided to the investor. This document
is for the exclusive use of institutional investors in Colombia and is not for public distribution;

in Finland, Norway, Denmark and Sweden by HSBC Global Asset Management (France), a Portfolio Management Company authorised
by the French regulatory authority AMF (no. GP99026) and through the Stockholm branch of HSBC Global Asset Management (France),
regulated by the Swedish Financial Supervisory Authority (Finansinspektionen);

in France, Belgium, Netherlands, Luxembourg, Portugal, Greece by HSBC Global Asset Management (France), a Portfolio Management
Company authorised by the French regulatory authority AMF {no. GP99026);

in Germany by HSBC Global Asset Management {Deutschland) GmbH which is regulated by BaFin (German clients) respective by the
Austrian Financial Market Supervision FMA (Austrian clients);

in Hong Kong by HSBC Global Asset Management (Hong Kong) Limited, which is regulated by the Securities and Futures Commission;
in India by HSBC Asset Management (India} Pvt Ltd. which is regulated by the Securities and Exchange Board of India;

In Israel, HSBC Bank plc (Israel Branch) is regulated by the Bank of Israel. This document is only directed in Israel to qualified investors
(under the Investment advice, Investment marketing and Investment portfolio management law-1995) of the Israeli Branch of HBEU for
their own use only and is not intended for distribution;

in Italy and Spain by HSBC Global Asset Management (France), a Portfolio Management Company authorised by the French regulatory
authority AMF (no. GP99026) and through the Italian and Spanish branches of HSBC Global Asset Management (France), regulated
respectively by Banca d’ltalia and Commissione Nazionale per le Societa e la Borsa (Consob) in Italy, and the Comisidn Nacional del
Mercado de Valores (CNMV) in Spain;

in Mexico by HSBC Global Asset Management (Mexico), SA de CV, Sociedad Operadora de Fondos de Inversion, Grupo Financiero HSBC
which is regulated by Comision Nacional Bancaria y de Valores;

in the United Arab Emirates, Qatar, Bahrain & Kuwait by HSBC Bank Middle East Limited which are regulated by relevant local Central
Banks for the purpose of this promotion and lead regulated by the Dubai Financial Services Authority.

in Oman by HSBC Bank Oman S.A.O.G regulated by Central Bank of Oman and Capital Market Authority of Oman;

in Peru: HSBC Bank USA NA has an authorized representative by the Superintendencia de Banca y Seguros in Perl whereby its activities
conform to the General Legal Financial System - Law No. 26702. Funds have not been registered before the Superintendencia del
Mercado de Valores (SMV) and are being placed by means of a private offer. SMV has not reviewed the information provided to the
investor. This document is for the exclusive use of institutional investors in Perl and is not for public distribution;

in Singapore by HSBC Global Asset Management (Singapore) Limited, which is regulated by the Monetary Authority of Singapore;

in Switzerland by HSBC Global Asset Management (Switzerland) AG. This document is intended for professional investor use only. For
opting in and opting out according to FinSA, please refer to our website at https://www.assetmanagement.hsbc.ch/ if you wish to
change your client categorization, please inform us. HSBC Global Asset Management (Switzerland) AG having its registered office at
Gartenstrasse 26, PO Box, CH-8002 Zurich has a licence as an asset manager of collective investment schemes and as a representative
of foreign collective investment schemes. Disputes regarding legal claims between the Client and HSBC Global Asset Management
(Switzerland) AG can be settled by an ombudsman in mediation proceedings. HSBC Global Asset Management (Switzerland) AG is
affiliated to the ombudsman FINOS having its registered address at Talstrasse 20, 8001 Zurich. There are general risks associated with
financial instruments, please refer to the Swiss Banking Association (“SBA") Brochure “Risks Involved in Trading in Financial
Instruments”;

in Taiwan by HSBC Global Asset Management {Taiwan) Limited which is regulated by the Financial Supervisory Commission R.O.C.
(Taiwan);

in the UK by HSBC Global Asset Management (UK) Limited, which is authorised and regulated by the Financial Conduct Authority;

and in the US by HSBC Global Asset Management (USA) Inc. which is an investment adviser registered with the US Securities and
Exchange Commission

NOT FDIC INSURED ¢ NO BANK GUARANTEE ¢ MAY LOSE VALUE

Copyright © HSBC Global Asset Management Limited 2023. All rights reserved. No part of this publication may be reproduced, sored in a
retrieval system, or transmitted, on any form or by any means, electronic, mechanical, photocopying, recording, or otherwise, without the
prior written permission of HSBC Global Asset Management Limited.
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